
Chesapeake Bank Demonstrates Compliance and
Saves Money with Log & Event Manager

Chesapeake Bank uses Log & Event Manager to identify and
deal with “user lockout and network issues”, and rates it 8/10
because: “Once configured, you get real-time events in your
environment.”
“

Challenges

For Chesapeake Bank user activity is the most critical security area to their
organization.

Chesapeake Bank meets PCI DSS regulatory compliance requirements with
SolarWinds Log & Event Manager.

Use Case

According to Chesapeake Bank, the three most critical features that will
help detect and respond to threats are:

Threat intelligence

Centralized real-time event detection, correlation & notifications

Anomaly detection

Results

After deploying Log & Event Manager, Chesapeake Bank:

Detects over 500 security incidents every month.

Saved $50,001 – $100,000 within the past 12 months.

Reduced network/business downtime by 20% – 30%.

Their favorite feature is compliance reporting.

After installing Log & Event Manager, Chesapeake Bank now feels more
prepared to deal with security and compliance issues.

About SolarWinds Log &
Event Manager

SolarWinds delivers
powerful, affordable, and
easy-to-use IT security
tools to help you monitor,
patch, and eliminate
security threats and
vulnerabilities across your
network. Get fast and easy
compliance reporting for
HIPAA, PCI, SOX, ISO, and
more.

Learn More:

SolarWinds

SolarWinds Log & Event
Manager
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Source: Aaron Offenbacher, Systems Engineer, Chesapeake Bank
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