
Case Study: Pharmathen International

Challenges

Purchased SolarWinds LEM to address the following challenges:

Determine whether a security incident has occurred and what
happened

Correlate logs and events from network devices, servers, and
applications

Use Case

Collects log and event data from between 0 and 100 nodes.

Collect logs and events from the following devices:

Servers

Collect log and events from the following applications:

Operating System Events

Infrastructure applications; e.g., DHCP, DNS, Active Directory, etc.

E-mail servers

Antivirus software

Results

Realized the following benefits with SolarWinds LEM:

Find if a security incident had occurred and what happened

Troubleshoot application and network problems

Aggregate their log data in a single place

Purchased SolarWinds over competitive vendors for the following
reasons:

Being an existing SolarWinds customer or purchasing with other
SolarWinds’ products

About SolarWinds Log &
Event Manager

SolarWinds delivers
powerful, affordable, and
easy-to-use IT security
tools to help you monitor,
patch, and eliminate
security threats and
vulnerabilities across your
network. Get fast and easy
compliance reporting for
HIPAA, PCI, SOX, ISO, and
more.

Learn More:

SolarWinds

SolarWinds Log & Event
Manager
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Source: Konstantinos Argyropoulos, IT Operations Supervisor,
Pharmathen International

  Validated    Published: Feb. 19, 2015   TVID: B69-C48-861

Research by

http://www.solarwinds.com/siem-security-information-event-management-software.aspx
http://www.solarwinds.com/
http://www.solarwinds.com/siem-security-information-event-management-software.aspx
https://www.techvalidate.com/product-research/solarwinds-security/case-studies/B69-C48-861
https://www.techvalidate.com/

