
NETSCOUT ARBOR EDGE DEFENSE AND/OR ARBOR CLOUD CUSTOMER
FACT

CTO of Ministry of Information and
Comm’s uses NETSCOUT to reduce
Mean Time to Resolution (MTTR)
80% to 100% as part of SecOps
DDoS solution

Southeast Asian federal government utilizes
NETSCOUT Arbor Edge Defense and Arbor Cloud to:

Effectively stop complex DDoS attacks as efficiently
as possible before they impact network, business-
critical applications, or services

Effectively stop state-exhaustion DDoS attacks
before they impact stateful network devices such as
firewalls, VPN gateways, or load balancers

Enhance end-user and customer productivity with
improved network availability, reliability, and
responsiveness

Improve security posture and faster time to detect
and respond to threats on-prem and in the cloud.

Source: Chief Technology Officer (CTO), Federal Government
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