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How our organization uses Cisco Threat Response:

“ We typically use it to check the spread of malicious
files detected, within the organization and to
block/blacklist malicious file hashes and URL’s as
necessary.

Also, use it as a due dilligence tool to see if any of the
“most prevalent malicious files” posted in the Talos
weekly newsletter and other threat feeds were ever seen
in our environment.

Would you recommend Cisco Threat Response?

“ Yes, as we have found it to be a great tool to get a
snapshot view of malicious incidents and their effect in
our environment - files/URL’s, machines, filestrores, and
users involved and the best way to mitigate the issue.
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