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Recently, our ISP claimed we flooded them because
they transited traffic for us in the range of 60000 packets
at a 30Mbps bandwidth. With Cisco Stealthwatch, we
could identify the host that caused the issue and found a
wireless Access Point (AP) that was on our network
without permission. Behind the host IP, there were many
uncontrolled devices and applications installed that
generated the traffic which triggered the alarm.
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